Videoconferencing is on the rise worldwide with the COVID-19 crisis. But did you know that most videoconferencing software is NOT offering any guarantee about your privacy?

Even some nice open source software such as Jitsi is relying on some Google services.

It has reported that the popular video-conferencing app Zoom is leaking email addresses and photos of its users to the unknown people and Zoom is giving strangers the ability to attempt to start a video call with those users.

Zoom meetings are not end-to-end (E2E) encrypted. Zoom?s spokesperson told The Intercept, ?It is not possible to enable E2E encryption for Zoom video meetings.?

In E2E encryption, no one can read your conversation, not even the company.