Proprietary Software Leftovers
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- Apple just provided the perfect example of why you can’t trust App Store review scores [2]

But intentional or not, standard or not, the problem with star scores is there’s no way to tell whether they’re legitimate. We don’t know if someone pressed a five-star button because they loved the app, or thought they were rating the podcast itself, or just wanted to close the prompt as quickly as possible. We don’t know if Apple is prompting everyone, or just its most dedicated fans, or some other algorithmic subset that just happened to give it an advantage. Some bad actors reportedly even buy star scores for their egregious App Store scams, and it’s impossible for most App Store shoppers to tell. We’ve even seen an iOS app that refuses to open unless you give it a good score.

- More than $500M for cybersecurity included in sweeping House-passed package [3]

The package gives $100 million to CISA for cybersecurity risk mitigation issues, $100 million for cybersecurity workforce and training, $50 million for moving to a secure cloud architecture, and a further $50 million to research and develop strategies to secure industrial control systems.

The bill also designates $35 million for CISA to provide funding to the Multi-State Information Sharing and Analysis Center (MS-ISAC), $15 million for an effort to train teachers on cybersecurity, and $50 million for CISA’s CyberSentry program, which monitors the networks of critical infrastructure groups for threats.

Despite the efforts put by Google to block malware-laced Android apps entering the Play Store, bad actors are still managing to slip through the security screening to prey on naive users. Tatyana Shishkova, Android Malware expert at Kaspersky has detected more than a dozen malicious Android apps with Joker trojan on Play Store. She has been sharing the links of the apps on Twitter and most of them have been taken down from Play Store.

Joker malware-based apps are notorious for spying on victims. Once installed on the phone, they are capable of tracking apps such as the default Messages app on the phone. They can read text messages and steal contact lists, personal photos, financial details, or trade secrets and send them to hackers in remote locations. All that while, victims never know what is happening on their devices.
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